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Privacy Policy 
 
1.       Who we are and how to contact us 

We are ’19 By Twenty C.I.C, a Community Interest 
Company registered in England and Wales with 
company number 11717820 and its registered address 
at Suite 10-12, Mezzanine Floor, Royal Liver Building, 
Pier Head, Liverpool, L3 1HL (“we” or “us”). Our 
correspondence address is 73a Beak St, Carnaby, 
London W1F 9SR. To contact us, please 
email hello@theuncertainkingdom.co.uk. We operate 
the website located at www.theuncertainkingdom.co.uk 
(our “Site”). 

2.       What is this privacy policy for? 

Personal data, or personal information, means any 
information about an individual from which that person 
can be identified. It does not include data where the 
identity has been removed (anonymous data). 

This privacy policy explains how we will process any 
personal data that we collect from you, or that you 
provide to us, for example when you visit our Site 
(regardless of where you visit it from), if you participate 
in any of our projects, funds or other offerings, if you 
receive services from us or if you register to receive 
marketing from us. 
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This privacy policy will also tell you about your privacy 
rights and how the law protects you (in accordance with 
the Data Protection Act 2018 and the General Data 
Protection Regulation (EU) 2016/679 – which remains 
applicable despite the UK leaving the EU).  

The Site is not intended to be used by children and we 
do not knowingly collect data relating to children. 

It is important that you read this privacy policy so that 
you are fully aware of how and why we are using your 
data. This privacy policy supplements our other policies 
and is not intended to override them. 

3.        What personal data may we collect? 

We may collect, use, store and transfer different kinds of 
personal data about you when, for example, you visit the 
Site, participate in our projects, funds or other offerings 
or receive services from us: 

We may collect and process the following categories of 
information about you: 

• Identity Data: such as your first name, maiden 
name, last name or username. 

• Contact Data: such as your address, email address 
and telephone number(s). 

• Financial Data: such as information about your bank 
account if we make a payment to you. 

• Transaction Data: such as details about payments 
made from us to you. 
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• Technical Data: such as internet protocol (IP) 
address, the type of mobile, tablet or computer 
(‘Device’) you use, browser type and version, time 
zone setting and location, browser plug-in types and 
versions, Internet Service Provider, mobile operating 
system and platform, mobile number, mobile network 
information, a unique device identifier (for example, 
your Device’s IMEI number) and other technology on 
the Devices you use to access the Site.  

• Profile Data: such as funds you have participated in, 
your interests, preferences and feedback. 

• Usage Data: such as information about how you use 
the Site, page views and the length of your visit. 

• Marketing and Communications Data: such as 
your preferences in receiving marketing from us and 
your communication preferences. 
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We do not collect any Special Personal Data about you 
(this includes details about your race or ethnicity, 
religious or philosophical beliefs, sex life, sexual 
orientation, political opinions, trade union membership, 
information about your health, and genetic and biometric 
data). Nor do we collect any information about criminal 
convictions and offences. Whilst some of the data that 
we collect via our EDI form would typically fall within the 
definition of Special Personal Data, we collect it only in 
anonymous form and as a result, it does not amount to 
Special Personal Data. We, or our third-party suppliers, 
such as the company which hosts our Site, may also 
collect, use and share Aggregated Data such as 
statistical data, demographic data, page view and 
conversion data for any purpose. Aggregated Data 
could be derived from your personal data but is not 
considered personal data in law as this data will not 
directly or indirectly reveal your identity. For example, 
we or they may aggregate your Usage Data to calculate 
the percentage of users accessing a specific Site 
feature. However, if we combine or connect Aggregated 
Data with your personal data so that it can directly or 
indirectly identify you, we treat the combined data as 
personal data which will be used in accordance with this 
privacy policy. 
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4.        How is your personal data collected? 

We use different methods to collect data from and about 
you, including through: 

Direct interactions. You may give us your Identity, 
Contact, Financial, and Profile Data by filling in forms 
or by corresponding with us by post, phone, email or 
otherwise. This includes personal data you provide 
when you: 

• enquire about or participate in our projects, funds or 
other offerings; 

• request marketing to be sent to you; 
• report a problem to us; 
• enter a survey; or 
• give us feedback 

Automated technologies or interactions. As you 
interact with the Site, we will automatically collect 
Technical Data about your equipment, browsing 
actions and patterns. We collect this personal data by 
using cookies, server logs and other similar 
technologies. 

Third parties or publicly available sources. We will 
receive Technical Data from analytics providers such 
as Google. 
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5.        Cookies 

Our Site uses cookies to distinguish you from other 
users. This is to provide you with a good user 
experience when you browse the Site and allows us to 
improve its features. You can set your browser to refuse 
all or some browser cookies, or to alert you when 
websites set or access cookies. If you disable or refuse 
cookies, please note that some parts of the Site may 
become inaccessible or not function properly.   

6.         How we use your personal data 

We will use your personal data for the following 
purposes: 

• to provide services to you, for example in the form of 
our projects or development funds 

• to acknowledge, confirm or send receipts for any 
payments we make to you; 

• to deal with enquiries, complaints and feedback from 
you and our service providers; 

• to reconcile payments; 
• to manage, improve and administer the Site; 
• for our internal business and technical operations, 

including troubleshooting, data analysis, testing, 
research, statistical and survey purposes and as part 
of our efforts to keep our Site secure; 
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• to enforce or apply any agreements we have in force 
with you or to investigate potential breaches of them; 

• to our data analysis service provider, Google 
Analytics. Google uses data collected from the Site to 
track and examine the use of the Site, to prepare 
reports on its activities and may share them with 
other Google services. If you enable ‘Do Not Track’ in 
your web browser, the application of Google 
Analytics can be reduced; 

• to notify you of changes to the Site or to our services; 
or 

• if you have consented, to send you newsletters, 
surveys and other communications. If you complete a 
survey for us, we may process the information you 
choose to submit in response. 

• For certain of these purposes, we process your 
personal data because we are under a legal 
obligation to do so, or because it enables us to fulfil 
our obligations under any contract that we have in 
place between us and you.  In other instances (and 
as noted above), we process your personal data 
because we have your consent.  In all other 
instances, we process your personal data because 
we have determined that it is in our legitimate 
business interests to do so and in these instances, 
we take care to ensure that our legitimate business 
interests do not override your right to privacy or your 
other fundamental rights 
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7.        Opting out 

You can ask us to stop sending you marketing 
messages at any time by following the opt-out links on 
any marketing message sent to you or by contacting us 
at any time.  

8.         Disclosures of your personal data 

We may share your personal data in accordance with 
this policy with the following third parties: 

• selected third parties who act on our behalf to 
support our operations, for example our IT suppliers, 
payment service providers, website service providers, 
communications tools providers, CRM providers; 

• an acquirer if we, or substantially all of our assets, 
are acquired; 

• a prospective seller or buyer if we sell or buy any 
assets; 

• other individuals and entities involved in any 
production, development or other funds that we fund 
and govern; 

• law enforcement or regulatory agencies if we are 
under a legal or regulatory obligation to do so; and 

• other companies and organisations for the purposes 
of fraud protection and credit risk reduction, or to 
protect our rights, property, or safety of those of our 
customers, suppliers, contractors or others. 
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9.          Where your personal data is processed 

We use third party suppliers to host our Site, and their 
servers are located in the USA. As a result, our 
processing of your data may involve a transfer of data to 
the USA. 

Other of our suppliers, or staff working for them, may 
also operate in the USA, or in other countries outside of 
the EEA. These staff may for example be engaged in 
the fulfilment of your request or the processing of your 
payments or provide IT support services to us. 

For further information on how our service providers 
may process your data, and to what other jurisdictions, 
please see Squarespace Privacy Policy, Squarespace 
data storage information and Google data and security 
information. 

Squarespace Privacy Policy: 
https://www.squarespace.com/privacy  

Squarespace data storage information: 
https://support.squarespace.com/hc/en-
us/articles/115012540827-Where-does-Squarespace-
store-my-data-
?platform=v6&websiteId=5c062e902714e5b7ff5e172f  

Google data and security information: 
https://www.google.com/about/datacenters/data-
security/  
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10.         Data security 

We have put in place appropriate security measures to 
prevent your personal data being accidentally lost, used 
or accessed in an unauthorised way, altered or 
disclosed. In addition, we limit access to your personal 
data to those employees, agents, contractors and other 
third parties who have a business need to know. They 
will only process your personal data on our instructions, 
and they are subject to a duty of confidentiality.  

All information you provide to us is stored on secure 
servers. However, the transmission of information over 
the internet or public communications networks can 
never be completely secure and we cannot 100% 
guarantee the security of data that you provide to us 
online. 

If you believe your personal data has been breached, 
please contact us immediately 
at hello@theuncertainkingdom.co.uk. 

11.           Marketing emails 

We will inform you before collecting your data if we 
intend to use your data for marketing purposes or if we 
intend to disclose your information to any third party for 
marketing purposes. You have the right to withdraw 
consent to marketing at any time by contacting us 
hello@theuncertainkingdom.co.uk.  
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12.           Links to third party websites 

The Site may contain links to third party websites, plug-
ins and applications. Clicking on those links or enabling 
those connections may allow third parties to collect or 
share data about you. We do not control third-party 
websites and are not responsible for their privacy 
practices. These websites and any services accessible 
through them will have their own privacy policies. We 
encourage you to read those policies. We do not accept 
any responsibility for the actions of those third parties. 

13.           What are your legal rights? 

You have the following rights (subject to applicable local 
laws) in relation to the personal data that we hold about 
you: 

• to access your personal data, and some related data 
(your right of access), commonly known as a "data 
subject access request". This enables you to receive 
a copy of the personal data we hold about you and to 
check that we are lawfully processing it. 

• to require any inaccurate personal data that we hold 
about you to be corrected or deleted (your right 
to rectification). We may need to verify the accuracy 
of any new data you provide to us. 
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• in certain circumstances to require us to delete your 
personal data (your right to erasure). This enables 
you to ask us to delete or remove personal data 
where there is no good reason for us continuing to 
process it. You also have the right to ask us to delete 
or remove your personal data where you have 
successfully exercised your right to object to 
processing (see below), where we may have 
processed your information unlawfully or where we 
are required to erase your personal data to comply 
with local law. 

• to object to our use of your personal data (your right 
to object to processing). You may object to our 
processing your personal data where we are relying 
on a legitimate interest (or those of a third party) and 
there is something about your particular situation 
which makes you want to object to processing on this 
ground as you feel it impacts on your fundamental 
rights and freedoms. You also have the right to object 
where we are processing your personal data for 
direct marketing purposes. 

• in certain circumstances to require us to restrict or 
block the processing of your personal data (your right 
to restriction of processing); This enables you to 
ask us to suspend the processing of your personal 
data in the following scenarios: 

o If you want us to establish the data's accuracy. 
o Where our use of the data is unlawful but you do 

not want us to erase it. 
o Where you need us to hold the data even if we 

no longer require it as you need it to establish, 
exercise or defend legal claims. 
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o You have objected to our use of your data but 
we need to verify whether we have overriding 
legitimate grounds to use it. 

o To obtain your personal data from us, in a 
structured, commonly used and machine-
readable format in certain circumstances (your 
right to data portability). We will provide you, or 
a third party you have chosen with your personal 
data in a structured, commonly used, machine-
readable format. 

o To withdraw consent at any time where we are 
relying on consent to process your personal 
data. However, this will not affect the lawfulness 
of any processing carried out before you 
withdraw your consent. 

14.           How long do we keep your personal data? 

We will only retain your personal data for as long as 
reasonably necessary to fulfil the purposes we collected 
it for, including for the purposes of satisfying any legal, 
regulatory, tax, accounting or reporting requirements. 
We may retain your personal data for a longer period in 
the event of a complaint or if we reasonably believe 
there is a prospect of litigation in respect to our 
relationship with you. 

By law we have to keep basic information about our 
customers (including Contact, Identity, Financial and 
Transaction Data) for six years after they cease being 
customers for tax purposes. 
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We may retain application data, including that relating to 
unsuccessful applications, for a period of up to six years 
after the date on which an application is accepted or 
rejected, in line with the requirements of the Limitation 
Act 1980. Once this time period has elapsed, we will 
delete it. Shortlisted projects will be publicised as per 
clause 11 of our General Conditions 

In some circumstances you can ask us to delete your 
data: see section 13 above for further information. 

In some circumstances we will anonymise your personal 
data (so that it can no longer be associated with you) for 
research or statistical purposes, in which case we may 
use this information indefinitely without further notice to 
you.   

15.           Changes to this privacy policy and to your 
personal data 

We keep our privacy policy under regular review. Any 
changes we may make to our Privacy Policy in the 
future will be posted on this page. Please check back 
frequently to see any updates. If we make any material 
changes, we will notify you either by email or when you 
next visit the Site. Please contact us if your personal 
data changes during your relationship with us. 

16.           Contact 

Questions, comments or requests regarding this Privacy 
Policy should be addressed to 
hello@theuncertainkingdom.co.uk or to 73a Beak St, 
Carnaby, London W1F 9SR. 
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17.           Complaints 

You have the right to make a complaint at any time to 
the Information Commissioner's Office (ICO), the UK 
supervisory authority for data protection issues 
(www.ico.org.uk). We would, however, appreciate the 
chance to deal with your concerns before you approach 
the ICO, so please contact us at 
hello@theuncertainkingdom.co.uk in the first instance. 
 
 


